## 岗位说明和岗位要求：

### Java大数据研发工程师（西安）- NGSOC

|  |
| --- |
| **岗位职责：**  1、 负责平台新业务模块开发；  2、 负责系统设计、重构，参与技术方案制定与实施。  **任职要求：**  1、 3年以上JAVA开发经验，基本功扎实，对JVM运行机制、内存管理等有一定研究，调试排错能力强；  2、 有良好的面向对象设计思想，对多线程有深刻理解，熟悉设计模式，拥有良好的编程习惯；  3、 有分布式系统设计和开发、重构经验；  4、 熟悉缓存技术，在生产环境中使用过至少一种noSql产品；  5、 熟悉Linux下开发；  6、 做事有责任心、有想法，热爱技术，喜欢钻研，有激情；  7、 有较强的逻辑思维能力，善于分析、归纳、快速定位并解决问题，能够独立或带队进行项目开发；  8、 教育程度：大学本科及以上学历，计算机相关专业；  9、 有大数据相关经验者，熟悉hadoop/spark者优先考虑； |

### python开发工程师（西安）- NCSS

|  |
| --- |
| **岗位职责：**  1. 云安全系统模块设计、子系统架构设计 2. 云安全系统核心模块的编码实现 3. 组内模块代码走查、评审工作 4. 技术文档的编写 5. 产品维护工作按照公司开发流程，完成相应的开发任务  **任职要求：**  1. 3年以上编码经验 2. 熟悉python或java，熟悉设计模式，有良好的的编码习惯和较高的代码质量 3. 熟悉nginx、redis、mysql等开源软件 4. 拥有较强的排查问题、分析问题和解决问题的能力 5. 具备团队合作精神，积极的工作态度和较强的责任心，良好的沟通和学习能力 **优先条件：** 1. 熟悉主流云平台如openstack或vsphere为加分项 2. 熟悉SDN相关技术为加分项 |

### python开发工程师（西安）-NTI（网络攻防实验室）

|  |
| --- |
| **岗位职责：**  1、 涉及漏洞扫描的短期项目开发工作 2、 漏洞主动检测和测试 3、 系统插件相关反馈处理  **任职要求：**  1、 本科及以上学历， 2、 2年及以上python/C代码编写、编译经验 3、 有Linux/Unix环境下的工作能力 4、 规范、严谨的代码编写及调试能力 5、 至少熟练一种脚本语言（如：Python） 6、 TCP/IP及主要应用层协议的理解和分析能力 7、 对漏洞利用有一定理解和分析能力者优先 8、 对网络安全有一定的研究和学习兴趣 9、 具备一定的英文读写能力 |

### Python开发工程师（西安）-TVM

|  |
| --- |
| **岗位职责：**  1、参与软件项目的设计，实现以及文档编写； 2、负责业务需求分析，将业务需求拆分成独立的业务功能，并负责相关的开发等工作； 3、参与核心技术问题的攻关，架构设计，系统优化，协助解决项目开发过程中的技术难题； 4、配合项目的整体计划和安排，对售前技术人员以及现场实际人员进行技术指导；  **任职要求：**  1、计算机相关专业、本科及以上学历； 2、熟练使用Python2/3，代码能力优秀； 3、熟练使用SQL，熟悉Mysql、Postgresql、MongoDb等数据库应用中至少一个； 4、熟练使用linux/Unix操作系统，能够使用shell脚本完成一些简单系统功能； 5、对前后端分离以及微服务架构有一定理解， 具备对于相对独立功能的完整系统设计实现能力； 6、具有高度的责任感，工作积极主动、学习能力强、善于总结，有规范化文档编写良好习惯；  **加分项：** 1、对系统以及网站安全具备一定理解，了解一般主机或应用漏洞的原理、检测方式以及防护手段； 2、加分项：熟悉一些其他的技术框架或者手段，包括但不限于：Java、golang、Docker、虚拟化、分布式系统等； |

### 后台开发工程师（西安）-ICS

|  |
| --- |
| **岗位职责：** 1. 了解产品开发各个角色定位，熟悉C++/Python开发流程； 2. 参与公司安全编码培训，遵守公司安全编码规范； 3. 按照公司统一规划，参与产品开发编码工作； 4. 学习了解有关攻防安全基础知识，并将所学知识运用到实习开发工作中； 5. 能够在开发系统中，熟练使用各种调试工具，发现产品代码问题； 6. 按照公司开发流程，完成相应的开发任务。  **岗位要求：**  1. 热爱软件编程，系统的学习过软件研发相关技术； 2. 比较强的C/C++/Python编程/数据结构/软件工程基础，理解OO思想（面向对象、设计模式、STL使用等技术）； 3. 半年以上Linux/Unix开发/调试的学习经验，熟悉Unix下的网络编程； 4. 对网络协议/路由交换，熟悉Linux内核，特别是网络协议栈者优先； 5. 了解信息安全技术（网络攻防、IDS、抗拒绝服务等技术），网络安全产品研发经验者优先； 6. 具备团队合作精神，积极的工作态度和较强的责任心，良好的沟通和学习能力； |

### 后台开发工程师（西安）-RCM

|  |
| --- |
| **岗位职责：**  1、漏洞扫描类及相关产品的研发；  2、负责漏洞扫描系统的模块(后端)设计和开发；  3、负责安全产品性能调优、维护和技术评审；  **岗位要求：**  1、教育程度：大学本科及以上学历, 不限专业；  2、较强的架构设计能力，可以根据需求使用UML等工具进行需求分析、架构设计分析和流程交互分析，并形成规范文档；  3、比较强的C/C++/python编程/数据结构/软件工程基础，理解OO思想（面向对象、设计模式、STL使用等技术）；  4、至少3年Linux/Unix开发经验，有实际的开发实践经验，熟悉Linux/Unix Posix编程环境和调试环境，有网络设备或网络应用的开发及维护经验；  5、对网络协议有一定的理解，熟悉Unix下的网络编程，深入理解TCP/IP及主要应用层协议；  5、对系统扫描或是web扫描技术熟悉者优先，或有其他安全产品开发经验者优先；  6、具备团队合作精神，积极的工作态度和较强的责任心，良好的沟通和学习能力，有研发团队管理经验优先； |

### web前端工程师（西安）-ICS

|  |
| --- |
| **岗位职责：**  1.      主要负责产品WEB架构设计，WEB前端设计与实现；  2.      必要时参与产品技术预研、产品化、维护、线上产品运维；  **岗位要求：**  1. 熟悉一种reactjs/vuejs/...等框架； 2. 熟悉PHP加分； 3. 有Web安全研发经验者； 4. 擅长处理浏览器兼容性问题者； 5. 有互联网、移动互联网从业经验者； 6. 有复杂查询语句的调优经验、数据库调优经验者； 7. 擅长Linux环境下的Python语言编程、对Django框架熟悉者； 8. 擅长构建应用层框架、对大规模代码编程有深刻理解者； 9. 有任一前端社区贡献经历。 |

### web前端工程师（西安）-ROS

|  |
| --- |
| **岗位职责：**   负责安全产品的前端web开发；  **岗位要求：**  1、2年以上web前端相关工作经验 2、拥有良好的 JavaScript、HTML 及 CSS 基础 3、熟悉 W3C 标准与 ES 规范，Web 语义化，掌握盒模型、常用布局以及浏览器兼容性 4、拥有良好的代码风格，了解 AMD 与 CMD 规范，能规划项目的框架结构 5、对前端MV\*框架有深刻理解，熟悉并掌握 Angular2+框架，有实际Angular项目经验 6、熟练使用 Gulp、Webpack、Parcel 等一种以上的构建工具，对前端工程化有一定的了解 7、拥有良好的推动力与主动性，能主动发现问题并推进问题改进  **优先条件：**  1、有网络安全方面的知识，或者对网络安全方面感兴趣 2、熟悉Linux平台，掌握一种后端开发语言（Java/Python等） 3、具有良好的沟通能力和团队协作精神，有较强的分析和解决问题的能力 |

### 售前测试工程师（西安）- DFS

|  |
| --- |
| **岗位职责：**  1、 主导测试环境的设计、设置，跟踪整个测试流程；  2、 熟悉售前测试流程和安全行业特点，能根据现场调解及时调整测试方案；  3、 根据被测产品和方案特点，结合客户需求，提出合理测试建议、产品测试仪表调整和方案执行；  4、 售前定制开发项目跟踪和项目管理，相关定制问题沟通、协调解决  5、 参与售前实施活动，跟踪记录客户需求，整理反馈产品团队；  **任职要求：**  1、 公司内工作3年以上，具备安全产品或行业相应的经验；  2、 有较强的思维逻辑，具备良好的沟通及理解能力，具备极强的组织协调能力；  3、 强烈的事业心，严谨的工作作风，具有创业者精神，能吃苦耐劳；  4、 较强的执行力和项目推进能力，善于学习和运用新知识，具有良好的分析和解决问题能力； |